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The Information Security Management System (ISMS) deployed and maintained by IC is designed to
help protect ICs information assets, in all formats from all known threats, internal or external,
deliberate and / or accidental.

The management and all employees of IC are committed to and are empowered to support our
continuous improvement ethos through all business areas and to provide the best security of data
possible through a combination of human, technological and procedural mechanisms.

Our policy is supported through our ISMS system which encompasses the requirements of ISO
27001:2022 by;

Developing, maintaining and reviewing systems and objectives at senior levels
Ensuring employee awareness, compliance and adherence to the ISMS

Continual improvement of our services, products and processes

Service monitoring and alerting

3" party compliance testing

External audit and compliance by BSI

Monitoring and where appropriate adoption of regulatory and legislative changes
Regular review of the above to keep everything relevant and current
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